[**Aqua Security** is a comprehensive cloud-native security platform that safeguards applications running on Kubernetes, Docker, OpenShift, Fargate, Lambda, AWS, and other container platforms1](https://www.aquasec.com/). It focuses on preventing attacks before they occur and stopping them in real-time.

Here are **five free learning resources** to enhance your understanding of Aqua Security and related topics:

1. [**Aqua Security Resource Center**](https://www.aquasec.com/resources/): Access eBooks, product sheets, whitepapers, webinars, and videos specifically related to containers and cloud-native security[2](https://www.aquasec.com/resources/).
2. [**Aquademy**](https://aquademy.aquasec.com/catalog): Explore Aqua Education Services, including learning paths, live training, and webinars[3](https://aquademy.aquasec.com/catalog).
3. [**The Cloud Native Wiki**](https://www.aquasec.com/): Dive into cloud-native concepts and best practices[1](https://www.aquasec.com/).
4. [**Kubernetes 101**](https://www.aquasec.com/): Learn the basics of Kubernetes, a popular container orchestration platform[1](https://www.aquasec.com/).
5. [**AWS Cloud Security**](https://www.aquasec.com/): Understand security considerations specific to Amazon Web Services (AWS) environments[1](https://www.aquasec.com/).

Feel free to explore these resources to enhance your knowledge in cloud-native security! 🌐🔒